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	Reason for change:
	The Background Data Policy procedure is a 3 step process

1. An AF requests a background data transfer policy and the AF is provided with a list of one or more polices that can be used to meet the request.

2. If more than one policy was provided in step 1, the AF indicates what policy from the list it intends on using.

3. For each UE that the AF want to use the policy on, the AF sends a request to activate the policy for the UE.
The 3 steps above occur directly between the AF and PCF or between the AF and PCF via the NEF.

The problem that this CR addresses is that step 3 is not fully defined in TS 23.502 (activating a policy for a UE).

Step 3 is mentioned in TS 23.503 which states that “At the time the background data transfer is about to start, the AF provides for each UE the reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding transfer policy from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.”

In EPC, TS 23.682 describes step 3 as follows “At a later point in time, when the SCS/AS (acting as an AF), contacts the PCRF for individual UEs, e.g. to request sponsored connectivity for background data transfer, the SCS/AS needs to also provide the Reference ID together with the SCS/AS session information via the Rx interface. Alternatively, the SCS/AS activates the selected transfer policy via the SCEF, for each UE in the group, by using the "Set the chargeable party at session set-up" or "Change the chargeable party during the session" procedure from clauses 5.12.1 and 5.12.2 to provide the Reference ID to the same or different PCRF.”

Note that draftCRs S2-180071 and S2-181008 were endorsed at SA2 #125. These CRs describe steps 1 and 2 above. This CR addresses step 3.

	
	

	Summary of change:
	Updated the Session Management Policy Modification procedure to show that the AF may contact the PCF directly to activate a background data transfer policy. 

Added an input to the Npcf_PolicyAuthorization_Create and Npcf_PolicyAuthorization_Update service operations so that the Background Data Transfer Reference ID can be provided to the PCF when the service is activated.

Updated the description of the BDT procedure to clarify that “Once negotiation is complete, the AF invokes the Npcf_PolicyAuthorization_Create service directly with PCF, or via the NEF, to activate the background data transfer policy for an individual UE.”


	
	

	Consequences if not approved:
	There would be no way to activate a background data transfer policy.
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*** Start of Change 1 ***
4.16.5
Session Management Policy Modification
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Figure 4.16.5-1: Session Management Policy Modification

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.

1a.
Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Nsmf_EventExposure_Notify operation. The SMF provides the event that generated the notification and the event information.

1b.
Alternatively, optionally, the AF provides/revokes service information to the PCF due to AF session signalling. As described in TS 23.503 [20], at the time the background data transfer is about to start, the AF provides for each UE the Background Data Transfer Reference ID together with the AF session information to the PCF. This may be done by invoking the Npcf_PolicyAuthorization_Create and Npcf_PolicyAuthorization_Update service.
1c. Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF as described in clause 4.16.x.5.
2a.
The PCF stores the information and responds with Acknowledgment to the SMF.
2b.
The PCF stores the service information if available and responds with Acknowledgment to the AF.

3.
If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clauses 4.16.x.2, 4.16.x.3 and 4.16.x.4.
4.
The PCF makes the authorization and policy decision. If the AF provided a Background Data Transfer Reference ID to a transfer policy in step 1b and the transfer policy is not locally stored in the PCF, the PCF may retrieve the corresponding transfer policy from the UDR by invoking the Nudr_DM_Query (Background Data Transfer Reference ID) service. The PCF then derives the PCC rules for the background data transfer according to this transfer policy as described in TS 23.503 [20].
5.
The PCF may decide as output of policy decision in step 4 and sends the updated PCC rules to the SMF.

6.
The SMF acknowledges the operation to the PCF and enforces the decision.

7.
The PCF may decide as output of policy decision in step 4 to unsubscribe some events in the SMF.

8.
The SMF unsubscribes the PCF of the concerned events and acknowledges the PCF.

*** Start of Change 2 ***
5.2.5.3.2
Npcf_PolicyAuthorization_Create service operation

Service operation name: Npcf_PolicyAuthorization_Create

Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
Inputs, Required: the IP address of the UE, identification of the application session context.

Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information , AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID.
Outputs, Required: Success or Failure.

Outputs, Optional: None.

Authorizes the request from the application, and optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
*** Start of Change 3 ***
5.2.5.3.3
Npcf_PolicyAuthorization_Update service operation

Service operation name: Npcf_PolicyAuthorization_Update

Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.

Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2] ], Background Data Transfer Reference ID.

Outputs, Required: Success or Failure.
Outputs, Optional: None

Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
*** Start of Change 4 ***
4.16.7.1
General

This procedure enables the negotiation between the NEF and the H-PCF about the transfer policies for the future background data transfer (as described in clause 6.1.2.x in TS 23.503 [20]).The transfer policies consist of a desired time window for the background data transfer, a reference to a charging rate for the time window and optionally a maximum aggregated bitrate, as described in clause 6.1.16 in TS 23.203 [24].

This negotiation is preliminarily conducted (when AF initiates a procedure to NEF) before the UE's PDU Session establishment. Once negotiation is complete, the AF invokes the Npcf_PolicyAuthorization_Create service directly with PCF, or via the NEF, to activate the background data transfer policy for an individual UE. 
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